**甘肃银行2022年社会招聘岗位职责及要求**

**（一）架构管理岗**

岗位职责：

1. 参与全行系统建设的架构管理（应用架构、数据架构、IT基础架构及安全架构等）。
2. 参与决策应用系统技术实现路线、技术选型、解决方案编写、技术评审等工作。
3. 跟踪金融业前沿技术应用，制定全行技术规范、技术平台标准等。

岗位要求：

1. 对金融业IT架构具有较深的理解，精通银行应用系统及架构。
2. 熟悉系统分布式、集群部署方式，熟练掌握双活、多活、微服务及容器等技术，精通主流关系型及分布式数据库。
3. 较强的文档编写，思维清晰敏捷，逻辑分析能力强，良好的语言和书面表达能力。

**（二）项目与测试管理岗**

岗位职责：

（1）承担全行项目建设的管理工作（质量管理、进度管理、范围管理、成本管理、风险管理、沟通管理等）。

（2）负责监控项目执行过程，组织项目评价，实现项目预期目标。

或

（1）负责测试组织管理，编写测试计划、测试案例，组织测试执行，协助开发人员进行缺陷修复。

岗位要求：

（1）熟悉金融业应用系统及架构。

（2）具有一定的项目管理经验，并参与过重大项目的管理工作，熟悉软件开发生命周期。

或

（1）掌握软件质量控制和测试流程及方法。

（2）熟悉自动化测试工具或者非功能性测试工具和框架，熟悉测试基本流程。

（3）具备一定的银行业务知识。

（4）较强的文档编写，思维清晰敏捷，逻辑分析能力强，良好的语言和书面表达能力。

**（三）软件开发岗**

岗位职责：

（1）参与项目具体实施，撰写项目技术文档。

（2）参与全行系统应用架构设计、制定应用系统技术方案。

（3）负责应用系统的需求分析、设计、开发、单元测试、集成测试及用户验收测试等工作。

（4）参与系统应用推广，支持系统运行维护。

岗位要求：

（1）熟练掌握至少一种编程语言（JAVA、C、C++、C#等）的开发应用或熟悉 Android /IOS操作系统, 具有较为丰富的Android /IOS客户端设计和开发经验。

（2）至少熟悉一种关系型数据库产品（Oracle、Mysql、DB2等）或分布式数据库，能够熟练使用SQL。

（3）熟悉银行应用系统，具有银行核心业务系统、前置前端应用、支付等交易类系统工作经验者优先。

（4）较强的文档编写，思维清晰敏捷，逻辑分析能力强，良好的语言和书面表达能力。

**（四）数据应用岗**

岗位职责：

1. 负责全行业务数据分析、挖掘、治理和应用。
2. 负责制定全行信息系统数据质量管控机制。
3. 负责数据应用模型设计。
4. 负责全行报表开发、业务数据支持等工作。

岗位要求：

1. 熟悉银行应用系统。
2. 具备优秀的数据分析能力以及业务感知能力，有一定的数据驱动业务的实战经验。
3. 熟练使用统计分析工具，逻辑严谨，能够独立分析和解决问题。
4. 熟悉数据平台的整体搭建，熟练使用SQL/R/Python/Excel等工具，对模型/推荐与数据结合有较深的理解。

**（五）应用系统运维岗**

岗位职责：

（1）负责制定系统运行维护相关流程。

（2）负责系统运行日常监控维护。

（3）分析和解决系统运行故障，对系统运行过程中的突发故障进行应急处理。

（4）负责生产环境部署、应用系统参数及版本变更。

（5）负责对业务部门的需求进行数据支持。

岗位要求：

（1）熟悉AIX/LINUX操作系统，熟悉Weblogic、Websphere、MQ、Tuxedo等中间件技术；能够熟练使用shell脚本语言，具有python语言开发能力。

（2）至少熟悉一种关系数据库管理系统产品（Oracle、mysql、DB2等）或分布式数据库，能够熟练使用SQL。

（3）较强的文档编写，思维清晰敏捷，逻辑分析能力强，良好的语言和书面表达能力。

（4）2年以上银行关键业务系统开发、运行维护工作经验者优先。

**（六）信息安全管理岗**

岗位职责：

1. 负责制定应用系统安全规范，提出系统建设安全需求。
2. 编写应用系统漏洞评估的相关规范，对漏洞的风险状况及修复结果进行分析与评估。

（3）负责收集应用系统漏洞信息，对重要信息系统组织内外部安全评测，并组织整改。

岗位要求：

（1）具有安全相关技术实施、渗透测试、漏洞挖掘等工作经验。

（2）熟悉Web、APP等领域的渗透测试技术，能够熟练运用常见安全测试工具开展系统及应用渗透测试工作。

（3）具备信息安全管理、信息系统开发与运行维护安全管理经验，熟悉ISO27001、CMMI等知识，了解常见金融系统信息系统安全风险评估方法。

（4）具有较强的工作责任心，具备较强的分析问题和协调沟通能力。

（5）具有同业信息安全管理经验者优先。